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1 Profile Definition
	Configuration Item
	Element/Attribute Value(s)

Further Definitions
	Remarks

	Retries Element
	
	Default value is recommended

	RetryInterval Element
	
	Default value is recommended

	PersistDuration Element
	
	No recommendation, this is seen as an installation configuration item

	ebXML SOAP Extension Elements or Attributes
	None
	

	From and To Elements
	PartyId element
One such element with the following content must be present. Additional elements are allowed but not required. No particular ordering is required
The string value is an EICCODE
type attribute

This attribute is present and has the fixed string value “EIC”
Role element

This element is not present
	As the EFET standard is using EICCODES for the identification of parties and areas within the XML-document, this is also the way to identity the parties within the message.
The From Element indicates the message originator which can either be a party or a hub, the To Element indicates the message recipient which can either be a party or a hub.
Note that for Brokers a non EICCODE value is used, a 5-character value

	CPAId Element
	http://www.efet.org/cpa/dummy.xml
	

	ConversationId Element
	Format <id>@<domain name>

An individual conversation is used for each trade confirmation. In the following matching conversation, the Buyer’s ConversationId is used to identify the ongoing session. Cancellations will use the same ConversationId as the to-be-cancelled document
The value used for the ConversationId should be equal to the MessageId used for the initial TradeConfirmation. As soon as the match process is initiated by the Buyer, the Buyer’s CNF ConversationId will be used for the remaining process by all parties
	When using this format it is immediately clear who has sent the message

Domain name can be for example: rwe.com

	Service Element
	The allowed string values are
· ECM

· ECM-3.3

type attribute 

This attribute is present and has the fixed string value “EFET”
	

	Action Element
	The allowed string values are
· TradeConfirmation

· MatchSuggestion

· MatchSuggestionAcceptance

· MatchSuggestionRefusal

· Cancellation

· Acknowledgement

· Rejection

· BrokerConfirmation

· BrokerFeeInformation

· BrokerMatchNotification

· TearUpRequest

· BoxResults
	

	MessageId Element
	The string value equals the string value of the DocumentID element of the transported eCM document
	

	RefToMessageId Element
	This element is not present
	

	Reference Element
	xlink:href attribute

The URI value must have the URI scheme “cid”, i.e. this attribute always references a payload container and never a remote resource
xlink:role attribute

This attribute is always present
URI value for the business document payload container:

“http://www.efet.org/ebXMLAttachment/Roles/BusinessDocument”
URI value for the business document signature payload container:

“http://www.efet.org/ebXMLAttachment/Roles/BusinessDocumentSignature”
Schema element

For the business document payload container this element is present exactly once
For the business document signature payload container this element is not present
location attribute
The allowed URI values are:
· http://www.efet.org/schemas/eCM/V4R0/EFET-CNF-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-MSU-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-MSA-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-MSR-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-CAN-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-ACK-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-REJ-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-BCN-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-BFI-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-BMN-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-TUR-V4R0.xsd
· http://www.efet.org/schemas/eCM/V4R0/EFET-RES-V4R0.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-CNF-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-MSU-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-MSA-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-MSR-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-CAN-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-ACK-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-REJ-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-BCN-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-BFI-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-BMN-V3R3.xsd
· http://www.efet.org/schemas/eCM/V3R3/EFET-RES-V3R3.xsd
version attribute
This attribute is present and has the fixed string value “4.00”
	

	Payload Scheme
	Default scheme
	All eCM business documents are XML documents.
The business document creator is identified by the string value of the xml element “SenderID” which is an EIC code.


2 Business Document Standardisation

All eCM business documents are XML documents which must conform to the relevant XML standards and must meet all content restrictions given in the table below.
Every business application implementing the eCM 4.0 standard must implement the business document processing behaviour defined in the table below.

	Agreement topic
	Agreement value
	Remarks on Agreement topic and value

	XML Encoding
	List of values allowed are:

· utf-8

· UTF-8
	<?xml version="1.0" encoding="utf-8"?>

The XML declaration must be available in the XML document and must be the first line of the XML document

The value indicates which character-set is used within the XML document. The UTF-8 character set is required to be supported by all XML parsers

	XML version
	1.0
	

	Namespace reference
	xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance"
	Indicates that the elements and data types used in the schema come from the "http://www.w3.org/2001/XMLSchema" namespace. It also specifies that the elements and data types that come from the "http://www.w3.org/2001/XMLSchema" namespace should be prefixed with “xsi”

	Attribute SchemaVersion
	A numeric value, e.g.: 4
Also allowed values are for backwards compatibility are:

· 0, 1, 2, 3, R0, R1, R2, 00,01,02,03
	All values must be allowed 

An eCM business document must not be rejected due to an unexpected SchemaVersion attribute

	Attribute SchemaRelease
	A numeric value, e.g.: 4
Also allowed values are: 

· 3, V3
	All values must be allowed 

An eCM business document must not be rejected due to an unexpected SchemaRelease attribute

	Schema Reference
	See list of location attribute URI values given above
For backward compatibility also include the corresponding values from eCM 3.3 here
	xsi:noNamespaceSchemaLocation="*.xsd"

An eCM business document must not be rejected due to an unexpected or missing SchemaReference value as the XML document must be processed against the XML schema referenced in the ebXML message which contains the business document as a payload

	Readability issues
	Newlines are allowed

Indention is allowed

End-tags may be specified as </Endtag> or as </>
	This makes the XML document more readable for humans


3 Business Document Validation
Document validation within the business process comprises two distinct phases.
‘Well Received’ 
‘Well Received’ validation focuses on the structure of the received ebXML message checking that it is well-formed according to the requirements of ebXML Messaging (as defined in the EFET Communication Standard) and that the payload (the XML business document) is well-formed and schema-valid with respect to the XML schema referenced (via URI and version) in the ebXML message for this payload.

Successful ‘Well Received’ validation triggers an outbound ebXML acknowledgement to the sender of the original ebXML message (“technical acknowledgement”). 

Unsuccessful ‘Well Received’ validation triggers an outbound ebXML error message to the sender to the sender of the original ebXML message (“technical rejection”).
‘Well Processed’ 

‘Well Processed’ validation focuses on enforcing the business rules and message exchange patterns of the relevant business process defined in the EFET eCM standard.
Successful ‘Well Processed’ validation triggers an outbound Acknowledgement document to the sender of the original business document (“business acknowledgement”). 

Unsuccessful ‘Well Processed’ validation triggers an outbound Rejection document to the sender of the original business document (“business rejection”),
The following section provides further details of the two stage validation process and in particular discusses scenarios where multiple (backward compatible) versions of the business process standard are in use.

1. In case the sender and receiver of a XML business document implement different but backward compatible versions of the same business process then the sender must select the lower of the two versions for business document generation.

2. In case the sender does not implement this lower business process version (i.e. it implements only a higher backward compatible version but not earlier versions) then it must select the lowest available version that it implements.

3. The sender creates a schema-valid XML business document with respect to the selected version of the relevant XML schema. The created XML business document must comply with all additional business document rules which apply to the selected version.

4. The sender must reference this XML schema (URI and version) in the ebXML message carrying the created XML business document as payload.

5. On receiving an ebXML message its payload, the XML business document, must be validated against the XML schema referenced in the ebXML message (‘Well Received’ validation). This reference can be found in the content of the Manifest element in the SOAP body and consists of a URI and a version. Either the XML schema must be downloaded or a locally stored copy is used. The XML business document must not be validated against any schemas referenced in the XML business document itself since this processing step is about validating the ebXML message payload which cannot be based on information contained in the payload.
6. In case the receiver does not implement the referenced business process version it must use the highest available version that it implements.

7. If the above process step determines that the XML business document is schema-valid then a technical acknowledgement must be sent to the original sender of the message.

8. If the above process step determines that the XML business document is not schema-valid or if the schema reference contained in the ebXML message cannot be resolved (no download, no local copy) then a technical rejection must be sent to the original sender of the message.

9. If for some reason failure of a ‘Well Received’ validation cannot be indicated by a technical rejection then it must be indicated by a business rejection.
10. The receiver must check the XML business document against all business rules and process flow rules specified in the referenced business process version (‘Well Processed’ validation).
11. If the above process step determines that the XML business document complies with all rules then a business acknowledgement must be sent to the original sender of the message.

12. If the above process step determines that the XML business document violates a rule then a business rejection must be sent to the original sender of the message.
4 Standardisation Between Multiple Versions of the eCM Standard
New to this version of the standard is additional guidance concerning how to validate the payload (XML business document) and the SOAP envelope which both contain references to an XML schema.

The following tables provide clarification for implementers.

Every business application implementing the eCM 4.0 standard must implement the processing behaviour defined in the tables below.

	Well Received
	Well Processed

	Business Document Validation 
	Action


	Business Document Validation
	Action

	Referenced schema in the ebXML message is not available for validation
	Send a technical rejection to the sender.

Do not further process this document.
This situation can occur when sending 4.0 documents to a party only supporting 3.3.
	
	

	XML business document is not schema-valid with respect to the referenced schema.
	Send a technical rejection to the sender.

Do not further process this document.
	
	

	XML business document is schema-valid with respect to the referenced schema.
	Send a technical acknowledgement to the sender.

Continue with document ‘Well Processed’ validation.
	Business or process flow rules are violated.
	Send a business rejection to the sender.



	XML business document is schema-valid with respect to the referenced schema.
	Send a technical acknowledgement to the sender.

Continue with document ‘Well Processed’ validation.
	Business and process rules hold.
	Send a business acknowledgement to the sender.




The following two non-normative examples show how to handle a process between an EFET eCM 4.0 Party and an EFET eCM 3.3 Party.

Example 1: Exchange a deal which was already possible with EFET eCM 3.3.
	Sending ETRM 4.0
	Specify the LOWEST version of the standard in the XML document which could handle the deal
	http://www.efet.org/schemas/V3R3/EFET-CNF-V3R3.xsd

	Sending EFET client 4.0
	Supports the 3.3 version and handles the message
	

	Sending Message Service Handler 4.0
	Specify the agreed MAXIMUM version in the SOAP envelope

As the other side only supports 3.3 this must be according the eCM 3.3 rules
	Service

· ECM-3.3
SchemaLocation

· http://www.efet.org/schemas/eCM/V3R3/EFET-CNF-V3R3.xsd
SchemaVersion:

· 3.30

	
	
	

	Receiving Message Service Handler 3.3
	Supports the 3.3 version and returns a positive technical Acknowledgement
	

	Receiving EFET client 3.3
	Supports the 3.3 version and returns an Acknowledgement

The XML document can be validated without problems
	

	Receiving ETRM 3.3
	
	


Example 2: Exchange a deal which is possible with EFET eCM 4.0 (physical coal deal) but not with EFET eCM 3.3.
	Sending ETRM 4.0
	Specify the LOWEST version of the standard in the XML document which could handle the deal
	http://www.efet.org/schemas/eCM/V4R0/EFET-CNF-V4R0.xsd

	Sending EFET client 4.0
	Supports the 4.0 version and handles the message
	

	Sending Message Service Handler 4.0
	Specify the agreed MAXIMUM version in the SOAP envelope

As the other side only supports 3.3 this must be rejected according the eCM 3.3 rules
	Service

· ECM-3.3
SchemaLocation

· http://www.efet.org/schemas/eCM/V3R3/EFET-CNF-V3R3.xsd
SchemaVersion:

· 3.30

	
	
	

	Receiving Message Service Handler 3.3
	Does not supports the 4.0 version and returns a negative technical Acknowledgement because the XML document is not valid according the referenced SchemaLocation from the envelope
	

	Receiving EFET client 3.3
	
	

	Receiving ETRM 3.3
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